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1. Definition of the problem

With the globalization of our society we are increasingly engaged in transactions, both online and offline, with people we do not know. This has created a need for technologies based on reliability that allow individual identification and authentication in a way that cannot easily be abused. Physical or behavioral properties inherent to an individual are commonly referred to as biometrics [4]. Biometric systems have found their way to a wide range of application domains such as forensics, immigration and border control, or physical and logical access control [10]. Passwords compared to biometrics is that the second field is considered to be more secure and reliable but have an increased awareness of the privacy issues that come with their use. This discrepancy between security demands and privacy awareness has given rise to the field of biometric template protection [25]. Hide biometric data, prevent linking of hidden data and maintain the ability to authenticate or identify a person is some of the objectives of this project. The application will be focused on an improved version of travel documents embedding electronic chips called electronic passports (ePassports) [8].

Since August 2006 the Member States of the European Union have been required to issue electronic passports that contain a digital facial image, and since June 2009 they have been obliged to issue second generation of documents that also include two fingerprints [12]. The purpose of mandating issuance of ePassports has been to strengthen the link between the passport and the carrier of it, as well as to make it easier to verify the authenticity of the passport. With the increase in the numbers of ePassports in circulation the need arises to assess the security impact of the new technology. The Automated Border Control (ABC) systems are already in operation in several airports and the added functionality of these passports is being put to use for travel facilitation of European citizens [26].

The estimation of the relevant state-of-art possesses an important role at the phases of the research. Starting point seems to be the fingerprint recognition, with widespread use in passports, given the fact that fingerprints constitute the most famous biometric characteristics. One step further, our research will also rely on template protection schemes for Iris code representation [25,31,32,37]. Emphasis will be also given to crypto-biometrics in multiple modalities suitable for identity verification, trying to improve the available mechanisms and implemented the solutions for large scale deployment in order to meet the requirements for such an important performance as the electronic passports [10,21].
2. Strategic objective

The main objective of researcher’s work is to demonstrate privacy enhanced solutions for the open problems related to ePassport life cycle. Specifically, the main goals are:

- Analyze crypto-biometrics in multiple modalities. Where we will indicate why biometric template protection is not a trivial task. Define the desired properties of a good template protection method relevant to fingerprint management and the requirements for electronic passport issuance.
- Strengthen privacy, designing protocols. In this way we will achieve the existence of private information queries based on crypto-biometrics.
- Assess the protection properties. The researcher will use a package of specific attacks for the proposed methods.
- Analyze the results and learn why they are effective. Generalize and provide frameworks to support the evaluation of the methods.

The approached solutions under this Ph.D. research will be used as a useful contribution to scientific projects such as those with main field the biometric identities investigating identity check for traveler privacy [4,12,18]. These works focus on providing trustworthy solutions for travel documents issuing processes, proposing algorithms and protocols for passports and suggesting technically-viable proposals that are acceptable within the ethical and legal contexts of the larger European Union. In this way, this project can improve ePassport security and usability, investigating processes and dealing with biometrics and their management in data bases. During this doctoral research should also be estimated the solutions from the view of the explorations into the operational, social, policy, and legal regulatory issues relating to identity, security, and privacy [8,13,26].

3. Description

In this chapter we will describe the planned activities and the basic motivation of their execution. Also, at the chapters below, we will analyze the methodology [4,18,22,23,28,29,32] in which these experiments and activities will lead to the goals that should be realized for a secure development of technical solutions and recommendations to overcome problems in the life cycle of an electronic passport.

The science of establishing the identity of an individual considering the physical, chemical or behavioral attributes of the person is defined as biometrics. These attributes or physical characteristics that we use to recognize individuals are referred to as modalities. The properties that are typically required from a modality, in order to be useful in an application such as the implementation of it in electronic passports, are universality, uniqueness, permanence, measurability, performance, spoofability and acceptability.[8,10,13,26] The figure 1 shows an example of the modalities and their data representations that will be useful for this work.
Because of higher technical security of ePassports, the importance of secure issuance procedures is increasing in the combat against identity fraud. The issuance of electronic passports is performed under coordination and control of a national government. Although travel documents can be issued to non-nationals of a country, the ePassport is usually only issued to country nationals. Although the technical specification of the ePassport is harmonized for the EU Member States, the issuance procedure and entitlement criteria for an electronic passport is regulated at a national level only and not in the remit of European Council decision, regulating the technical security of passports within Europe [12,19,22].

An ePassport for a false identity is a valuable tool for fraudsters [13]. Therefore, there are constant attacks on the issuance process. In order to estimate the importance of a safe travel document issuance, we should consider the threat scenarios which are listed below:

- Applying for an electronic passport under a false identity with genuine evidence, improperly obtained from another individual.
- Applying for a passport under a false identity, using manufactured evidence.
- Using a falsely declared lost or stolen electronic passport of someone who resembles the bearer.
- Apply for an ePassport with the intention of selling it to someone who resembles the bearer.
- Rely on staff to issue an electronic passport outside the regular procedure.
Using biometric systems, gaining knowledge from the existing systems and implemented cryptography in order to create a new generation electronic passport seems to be a promising technology [2,11,25,31]. In this way, using biometric data for purposes of authentication and identification requires agreement on rules regarding, what biometric data sets count as acceptable means of identification and how these data sets shall be collected, and under which circumstances travel documents that contain or reference these data sets shall be issued.

These agreements and rules belong to the types of conventions that will be mentioned at the end of the third chapter. They are conventions about when a person counts as self-identical in the eyes of legal authorities [20]. Both kinds of rules present particular challenges. In the first case, the challenge is to find data sets which are convenient to use for everyday purposes and yet difficult to steal and copy [2]. This challenge is, mostly of a technical nature. In the second case, the challenge is of a different kind. In the literature on biometric passports, this challenge has become known as the problem of “breeder documents” (cf. European Commission 2005: 42-43). [8] Breeder documents are the documents which are required to apply for a biometric passport, e.g., birth certificates. No matter how far we can increase the safety and reliability of the process of reading the biometric data from a passport, the passport itself will only be as safe and reliable as the bureaucratic process through which it was issued [12].

Implementing international standards for biometric travel documents, standards which are currently being discussed and developed, requires agreement on the issuance conditions of such documents [13]. From the perspective of states whose legal requirements for the issuance of passport and other international travel documents are relatively demanding, universally enforced, and based on reliable breeder documents, a call for high international standards in breeder documents will seem like a reasonable demand for border security. Also, considering the problem of breeder documents from the perspective of a citizen of a state that does not have a trustworthy bureaucracy in this regard. If state does not keep proper records of its citizens, or if its passport does no fulfill the latest technical requirements imposed by the most advanced states, or if its passport issuance process is not transparent enough, this citizen will effectively be excluded from international travel to a number of states and international travel will generally be very difficult.

Beyond the current issues of privacy and security of the citizens, EU, the U.S. and few other states agree on using biometric data and highly reliable breeder documents as the precondition for largely unrestricted freedom of movement between themselves, recognizing the meaningful sense of the words biometric identification or authentication practices [36].

3.2 Biometric template protection

Regarding the fact that ePassports contain biometric data that must be captured and then recognized and matched then we can talk about the main objective of biometric template protection, which is to protect a piece of iris code or fingerprint data that has to be used as a reference for comparison with another very similar but always different piece of data [23,28,29,31].
During this task, the confidentiality of the data should be protected in order to prevent impersonation and leakage of sensitive information. (Irreversibility property) This works in the same way as we are able to use a password when we can read it, we can use a biometric template to construct a new artificial sample that might pass a verification test. Secondly, during the process, it should be possible to compare unprotected data with protected data.

It is well known that, in case we want to protect a biometric template we cannot apply traditional data protection techniques for passwords applying a one-way function $f$, which is a cryptographic hash function or iterated variant, to a password $p$ that is stored in a system during enrollment [31]. Finally, it should be possible to generate multiple protected references from the same characteristic. Usually called as the diversification property of template protection. Recall that biometric data are considered to be unique and in order to be used as identifiers for profiling, two protected references should not be comparable. This is often called unlinkability or indistinguishability property of protected templates.

In the literature [4,9,14,16,29,34,37], the template protection schemes divided into two main categories, reflecting the relevant process and again, separated to those that are based on feature transformation and the others are biometric cryptosystems. During the specific Ph.D. project for biometrics implemented in passports, the researcher will focus on techniques for error correction in order to cover the requirements for the design or the estimation of a good template protection scheme. As the figure 2 below shows, the error correction techniques are used as a substitute for the comparison algorithm where two templates are considered to match based on the result of the decoding algorithm. The feature transform techniques are further divided into salting methods and non-invertible transformations. The difference between the two is that salting applies a transformation that is non-invertible under the condition that some parameters or a key are kept secret, whereas the other category is a one-way function that is also parameterized or key-dependent, but is considered to be hard to invert.

![Figure 2: Categorization of template protection schemes](image-url)
The techniques based on feature transformation are generally referred to as algorithms for cancelable biometrics. Other names of techniques as synonyms for biometric template protection are biometric encryption, untraceable biometrics, secure sketch, fuzzy extractor, helper data scheme, pseudo-identities, fuzzy commitment, fuzzy vault, shielding functions and random projection. The names of the biometric cryptosystem algorithms reflect the original purpose for which these algorithms have been designed. Their primary goal is to enable encryption using biometric data directly as a key or the extraction of a secret key that could be used in other cryptographic algorithms. These techniques, also, protect sensitive data and allow verification by verifying that the key extracted from a new sample matches the key that was registered during enrollment [31].

3.3 Crypto-biometrics in multiple modalities

During the project, the doctoral researcher will design crypto-biometrics techniques to the specific case of multiple modalities, suitable for identity verification and investigate the adaptation of these techniques for electronic passports and other applications. The research will be focused on the generation of a key from multiple modalities using the combination of fusing minutiae with iris feature and it will be based on cryptographic techniques [1].

Multi-biometric systems have improved the accuracy and reliability of biometric systems and one step further, the issue of recognition is operated on large scale datasets. For this reason, it is thought to be the missing key for the improvement of the new generation of ePassports. Combining technologies such as fusion, template protection for biometrics, we can provide a provable security and privacy and attain better rates for the process of recognition, that until nowadays remain elusive [4,18].

When we are taking about crypto-biometrics in multiple modalities, the issue of generating and sharing biometrics based on secure cryptographic keys should be addressed. In particular, the current literature proposes protocols which integrate multi-biometrics, in which information from different sources is combined [8,20,29]. These protocols allow generation and sharing of multi-biometrics based crypto-biometric session keys. Specifically, the mutual authentication matter approached with a lack of an extra involvement. The templates are revocable and thus protect user privacy [32]. The most distinctive feature of such a protocol is that it can integrate multi-biometrics and depending on the required security level, the choice of the biometric modalities to use can be made at runtime. This idea seems to be extremely important for the electronic passports, considering their process of use and the allegation of many different services between the countries [13,26].

One of the most important open problems for the research in the area of multi-biometric template protection is the production of a system like the figure 3 where there is the capability of the incorporation of many different biometric templates.
Other challenges for future doctoral work constitutes the template alignment, the combination of modalities, the feature representation and the security, privacy issues of the system. During the third year of this doctoral research should be addressed the possible solutions, in order to evaluate the scalability of biometric schemes and estimated the security of any multi-biometric scheme with attention to irreversibility and unlinkability issues [1,17,19,31,32,33,37].

4. Usability, convenience, rights and obligations

In order to consummate the research must assure trustworthy results, including obligations and responsibilities, while enhancing the privacy of personal data. The final stage of this PhD project includes the study of the explorations into the operational, social, policy, legal regulatory issues relating to identity, security, and privacy that must be addressed by the solutions for the use of biometric data and agree with the current proposals for reform of privacy and data protection, published by the EU Commission on January of 2012. The researcher must understand some concepts and the importance of determining the main principles of data protection. This is a necessary condition in order to enhance trust in the use and processing of personal biometric data, for research security purposes [8].

As the passport constitutes a proof of identity, many frauds began to emerge. Consequently, an effort has been made all over the years to counter forgeries and counterfeits, which has allowed creating the ePassport, a secure passport containing biometric information. However, the current system is not perfect and some security issues have been found. The whole process can also be very long, especially on identity checkpoints where the speed is the main concern, as the people flow is really important, heterogenic and complex, which does not help to maintain a certain level of security and improve the usability of the ePassport [10].
During the creation process of the ePassport we should safeguard the integrity of biometric data in the chips. Many secure processes have been defined, and some of those involve the use of certificates.[16] Those certificates are specific to each country and every control check point needs to get those certificates in order to manipulate all the generated ePassports.[26] These kinds of constraints increase the complexity and create a gap in the security. Finally, the passport is used in different environments such as airports, frontier or maritime zone, and those areas do not have the same usability constraints. To sum up, we should also mention that the passport holder is not used to the manipulation of this document and consequently, some constraints are related to him.

Furthermore, the most important requirements for usability and convenience which must be noticed during this forth-year project are listed in categories such as functional related to usability, biometric related to usability, security, speed, standard compliance requirements, stability, hardware, data mining performance and more, but their analysis in depth is not a field that concerns the KUL researcher of the relevant project.

The analysis of requirements gives some recommendations and proposes some solutions to achieve those terms. Data mining mechanisms are useful for increasing the security and speed of the identity check process. Also, the identity check terminal is a complex integrated system composed of several hardware and software components that can be used in many different configurations, many usability requirements are necessary to have a usable system. Moreover it involves different kinds of users with slightly different priorities. For each specific use case, a subset of requirements can be defined but there are always common main requirements for first the speed of the check process and then the guidance process, the low error rate and the low false reject rate [33,34,36].

The determination of the applicable national data protection law is the starting point for every assessment, including a legal review, of data processing activities in which personal data, including biometric data, are used. The deal has to do with personal data, controllers, processors of the data on behalf of the controller and the processing. Data processing principles include the legitimate processing which requires a legal basis, the purpose specification and finality principles, the relevancy, adequacy and proportionality principles, the prior checking relevant to situations, the security and confidentiality, the prohibition of automated decisions and the rights to receive, access, correct or object information and finally the transborder data flows. Finally, the notification obligation should also be reviewed and additional privacy obligations should be imposed, as a matter of importance in research activities for electronic passports and the implementation of crypto-biometric systems on them.
5. Applicabilities

The results of this Ph.D. project could be used as a significant contribution to the FIDELITY initiative with an overall objective to demonstrate solutions for fast and secure real-time authentication of individuals at border crossings [8]. Crypto-biometric systems in the electronic passport life cycle will provide a more solid and attractive scientific basis for the improvement of the current systems. An important issue that concerns ministries and industrial markets from around the world. The doctoral researcher of the KU Leuven, consequently, will have the ability to promote the results of this work on an international level. Such a significant cause that will bring together a wealth of experience and knowledge in matters of security, identification documentation and issuance, as well as the technology linked to it.

As the demands for implemented digital identity technologies are increased, the project comes to provide a new proposal for the operation and the use of the future electronic passports standards, satisfying the privacy requirements of many government sectors and companies dealing with biometric security and privacy products.

Specifically, beyond the relevant educational institutions such as Katholieke Universiteit Leuven, Universities in Italy, Germany, Sweden, this technology has tremendous advantages in the social and legal fields of human life and the interest of all the partners that are involved in this project such as Bundeskriminalamt (BKA) which is the central agency for Federal Republic of Germany, Ministry of Security and Justice Netherlands, Ministère de l’Intérieur (France), Italian Ministry of Interior, Swedish Ministry of Defence and International Civil Aviation Organization (ICAO), shows the importance of this technology that covers diverse factors of identity management but also various economical, safety, security, efficiency and regularity issues.

Furthermore, Thales Computer and Network Security that has recently become the French market leader in civil biometric systems signing a new contract with France’s national agency. Thales is one of Europe’s leading players in the security market producing secure identity documents and operational control systems in over 25 countries. The company's experience in key technologies like sensors, networks and secure information systems, positions it as a world-class integrator of complex systems and value-added services. Techspace Aero and Belgacom Communications are also interested in the development of electronic passports. Other companies are Fraunhofer and Bundesdruckerei (Germany), Biometrika in Italy, Selex ES in United Kingdom and more as parts of Safran Aerospace-Defence Security an international company which is the world leader in multibiometric identification technologies and a major player in explosive detection systems and smart cards, developing products and systems. Company’s businesses include criminal identification, border control, secure biometric access, payments, digital identity management, telecommunications, travel documents, defense and high-value infrastructures, circulation of goods and people, public events and emergency services.
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